
CHALLENGES
• Multiple branch offices

• Reliability of environment (99% uptime)

• Disaster Recovery solution

KEY TECHNOLOGIES

•  Sophos Firewalls   •  Sharepoint Online   •  Azure Environment    

•  Secure VPN   •  Disaster Recovery

CUSTOMER AT A GLANCE
Destinata Holdings is a multi-faceted group of companies offering a range of services that 
cover the complete value chain of establishing, growing, protecting and administering a 
property and investment portfolio for their clients.

OVERVIEW
Destinata Holdings was making use of legacy physically-hosted servers in a data centre, and 
traditional file servers. Issues arose around remote work, reliability, and performance of their 
environment.

SOLUTION
TECHTRON rolled out secure managed Sophos firewalls to all branch offices and established 
secure branch and remote connectivity, monitored on an ongoing basis. TECHTRON also 
migrated legacy file storage to SharePoint Online and physical servers to Azure. This has 
increased reliability, performance and availability of company resources while allowing 
TECHTRON to implement a cost-effective Disaster Recovery solution.
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